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From strategy to execution in enterprise architecture:
A short note to my fellow practitioners


Please excuse me: I would like to ask for a moment of your time to review some basic enterprise architecture concepts, and their relationships in the big picture.  It seems that our profession has momentarily forgotten a basic aspect of how enterprise architecture works to effectively link strategy and execution.  This is a cause for concern, because without this linkage our efforts produce little of value
. So if you will indulge me, I promise to be brief.  I will use Federal Government practice for my examples, but the discussion also applies to private industry.
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Figure 1 shows the levels of architecture practice
from OMB FEA Practice Guidance 2006 under Dick Burk.
In figure 1 we see that there are different levels of architecture, different activities.  These are not a single activity all mashed together in chaos, and potentially different methods, frameworks or practices may be employed at each level.  I will concentrate on the top (enterprise) and bottom (solution) levels to illustrate the point of this document.

Figure 2 reminds us that there are many processes related to successful EA practice, and these must be coordinated or linked in some way to achieve a link from planning to practice. Now to the point:  How is enterprise architecture linked to solution architecture?

One aspect of how enterprise level architecture and solution level architecture are linked in Federal Government practice can be found in OMC Circular A-130.  For our fellow commercial practitioners it may be found in, for example, various EA introductory documents from Gartner™
.  That linkage is through the capital planning and portfolio management process.  This process identifies which programs and projects will be executed in the organization to achieve which goals.  Those programs and projects, in turn, execute the construction of constituent solutions.
To accomplish the capital planning process the enterprise level of architecture may consist of a simple set of lists, not necessarily diagrams.  These lists were the basic constituents of Zachman’s ZIF framework, Spewak’s methodology and the FEAF framework.  At a minimum you need roughly the following in your EA framework to support portfolio management 1) a list of the business functions in the enterprise, 2) a list of the organizations information stores, 3) a list of all the solutions, and 4) a list of the standards of the enterprise.  With this you can manage the concrete capital planning questions like:  What business/mission functions. What solutions do I have this year, and what solutions do I need next year?  What information do I need to manage our mission/business this year, and what do I need for next year?  What standards do I have now and what standards will I need next year?  Enterprise architecture then supports the portfolio management function directly in real and implementable ways, with a concrete return.  Meanwhile, the scope of the enterprise level architecture effort is narrowed and clarified; while solution level architecture is free to draw diagrams of selected executable solutions with deep engineering rigor
.

Table 1 illustrates portfolio management, in its common and presumed meaning.  Investments are arranged from best to worst ROI, calculated by return divided by cost.  Risk is included as a factor in decisions.  Management performance in executing the investment is also included.  The set of investments within the budget is chosen, here shown as just choosing the best ROI within an example budget of 15.   This table of all investments is called a portfolio.   In CPIC this exercise is required to occur yearly.  In general, if you do not have a table like this reviewed yearly then you are not managing your portfolio as intended by government policy.
	Table 1- the portfolio of IT investments

	Investment Name
	Cost
	Return
	ROI
	Risk
	Management 

	Mission #1 Improvement 
	12
	57
	4.75
	low
	good

	Citizen Service Improvement
	3
	12
	4
	medium
	good

	Mission #2 Improvement
	7
	24
	3.4
	medium
	very good

	Correspondence Management
	1
	2
	2
	high
	poor

	HR Modernization
	58
	92
	1.6
	high
	very poor

	Shipping & Receiving Rework
	14
	21
	1.5
	low
	good

	Travel System Implementation
	34
	28
	1.2
	Very high
	good

	Training & Education Support
	84
	99
	1.2
	low
	poor

	Procurement Streamlining Program
	190
	3
	0.01
	medium
	Very good


Complications arise because the return in government programs may be social benefit, and may not be easily quantified.  Furthermore, the return is to be measured for the organizational performance improvement, and not narrow technical measures of an IT system.  Proper performance goals, measurement and evaluation depend on implementation of business process analysis to identify the performance goals and measures for the organization.  The requirement for such business process analysis is identified explicitly in the attached government policy.

Two other means of connecting enterprise architecture and solution level architecture are not discussed here fully.  Those are stage-gate reviews attached to some systems engineering lifecycle, and an acquisition review process.  These are not required by policy, and would not presumably negate the need for the required annual evaluations or portfolio review.

In summary:  Enterprise and solution architecture are distinct processes with different scope, methods, tools and practices.  They are connected by, among other things, the portfolio management of IT investments.  In Federal government this is mandatory, and in commercial practice the reader is directed to best practices described by Gartner™ and others.

APPENDIX A

Selected sections of OMB Circular A-130

(… provided here for the convenience of the reader, with comments by MK)
CIRCULAR NO. A-130 Revised 

Transmittal Memorandum No. 4

MEMORANDUM FOR HEADS OF EXECUTIVE DEPARTMENTS AND AGENCIES 

a. …How Will Agencies Manage Information Systems and Information Technology?

(1) How will agencies use capital planning and investment control process? 

Agencies must establish and maintain a capital planning and investment control process that links mission needs, information, and information technology in an effective and efficient manner. The process will guide both strategic and operational IRM, IT planning, and the Enterprise Architecture 
by integrating the agency's IRM plans, strategic and performance plans prepared pursuant to the Government Performance and Results Act of 1993, financial management plans prepared pursuant to the Chief Financial Officer Act of 1990 (31 U.S.C. 902a5), acquisition under the Federal Acquisition Streamlining Act of 1994, and the agency's budget formulation and execution processes. The capital planning and investment control process includes all stages of capital programming, including planning, budgeting, procurement, management, and assessment. 

As outlined below, the capital planning and investment control process has three components: selection, control, and evaluation. The process must be iterative, with inputs coming from all of the agency plans and the outputs feeding into the budget and investment control processes. The goal is to link resources to results (for further guidance on Capital Planning refer to OMB Circular A-11). The agency's capital planning and investment control process must build from the agency's current Enterprise Architecture (EA) and its transition from current architecture to target architecture. The Capital Planning and Investment Control processes must be documented, and provided to OMB consistent with the budget process. The Enterprise Architecture must be documented and provided to OMB as significant changes are incorporated. 

(a) What plans are associated with the capital planning and investment control process? 

In the capital planning and investment control process, there are two separate and distinct plans that address IRM and IT planning requirements for the agency. The IRM Strategic Plan
 is strategic in nature and addresses all information resources management of the agency. Agencies must develop and maintain the agency Information Resource Management Strategic Plan (IRM) as required by 44 U.S.C. 3506 (b) (2). IRM Strategic Plans should support the agency Strategic Plan required in OMB Circular A-11, provide a description of how information resources management activities help accomplish agency missions
, and ensure that IRM decisions are integrated with organizational planning, budget, procurement, financial management, human resources management, and program decisions. 

The IT Capital Plan is operational in nature, supports the goals and missions identified in the IRM Strategic Plan, is a living document, and must be updated twice yearly. This IT Capital Plan is the implementation plan for the budget year. The IT Capital Plan should also reflect the goals of the agency's Annual Performance Plan, the agency's Government Paperwork Elimination Act (GPEA) Plan, the agency's EA, and agency's business planning processes. The IT Capital Plan must be submitted annually to OMB with the agency budget submission. annually. The IT Capital Plan must include the following components: 

(i) A component, derived from the agency's capital planning and investment control process under OMB Circular A-11, Section 300 and the OMB Capital Programming Guide, that specifically includes all IT Capital Asset Plans for major information systems or projects. This component must also demonstrate how the agency manages its other IT investments, as required by the Clinger-Cohen Act. 

(ii) A component that addresses two other sections of OMB Circular A-11: a section for Information on Financial Management, including the Report on Financial Management Activities and the Agency's Financial Management Plan, and a section entitled Information Technology, including the Agency IT Investment Portfolio. 

(iii) A component, derived from the agency's capital planning and investment control process, that demonstrates the criteria it will use to select the investments into the portfolio, how it will control and manage the investments, and how it will evaluate the investments based on planned performance versus actual accomplishments
. 

(iv) A component that includes a summary of the security plan from the agency's five-year plan as required by the PRA and Appendix III of this Circular. The plan must demonstrate that IT projects and the EA include security controls for components, applications, and systems that are consistent with the agency's Enterprise Architecture; include a plan to manage risk; protect privacy and confidentiality; and explain any planned or actual variance from National Institute of Standards and Technology (NIST) security guidance.

(b) What must an agency do as part of the selection component of the capital planning process? 

It must:

(i) Evaluate each investment in information resources to determine whether the investment will support core mission functions that must be performed by the Federal government;


(ii) Ensure that decisions to improve existing information systems or develop new information systems are initiated only when no alternative private sector or governmental source can efficiently meet the need; 


(iii) Support work processes that it has simplified or otherwise redesigned
 to reduce costs, improve effectiveness, and make maximum use of commercial, off-the-shelf technology;
 

(iv) Reduce risk by avoiding or isolating custom designed components
, using components that can be fully tested or prototyped prior to production, and ensuring involvement and support of users; 

(v) Demonstrate a projected return on the investment that is clearly equal to or better than alternative uses of available public resources. The return may include improved mission performance
 in accordance with GPRA measures, reduced cost, increased quality, speed, or flexibility; as well as increased customer and employee satisfaction. The return should reflect such risk factors as the project's technical complexity, the agency's management capacity, the likelihood of cost overruns, and the consequences of under- or non-performance. 
Return on investment should, where appropriate, reflect actual returns observed through pilot projects and prototypes; 

(vi) Prepare and update a benefit-cost analysis (BCA) for each information system throughout its life cycle. A BCA will provide a level of detail proportionate to the size of the investment, rely on systematic measures of mission performance, and be consistent with the methodology described in OMB Circular No. A-94, "Guidelines and Discount Rates for Benefit-Cost Analysis of Federal Programs"
; 

(vii) Prepare and maintain a portfolio
 of major information systems that monitors investments and prevents redundancy of existing or shared IT capabilities. The portfolio will provide information demonstrating the impact of alternative IT investment strategies and funding levels, identify opportunities for sharing resources, and consider the agency's inventory of information resources; 

(viii) Ensure consistency with Federal, agency, and bureau Enterprise architectures, demonstrating such consistency through compliance with agency business requirements and standards, as well as identification of milestones, as defined in the EA
; 

(ix) Ensure that improvements to existing information systems and the development of planned information systems do not unnecessarily duplicate IT capabilities within the same agency, from other agencies, or from the private sector; 


(x) Ensure that the selected system or process maximizes the usefulness of information, minimizes the burden on the public, and preserves the appropriate integrity, usability, availability, and confidentiality of information throughout the life cycle of the information, as determined in accordance with the PRA and the Federal Records Act. This portion must specifically address the planning and budgeting for the information collection burden imposed on the public as defined by 5 CFR 1320; 

(xi) Establish oversight mechanisms, consistent with Appendix III of this Circular, to evaluate systematically and ensure the continuing security, interoperability, and availability of systems and their data; 

(xii) Ensure that Federal information system requirements do not unnecessarily restrict the prerogatives of state, local and tribal governments; 

(xiii) Ensure that the selected system or process facilitates accessibility under the Rehabilitation Act of 1973, as amended.


(c) What must an agency do as part of the control component of the capital planning process?

It must: 

(i) Institute performance measures and management processes that monitor actual performance compared to expected results. 
Agencies must use a performance based management system that provides timely information regarding the progress of an information technology investment. The system must also measure progress towards milestones in an independently verifiable basis, in terms of cost, capability of the investment to meet specified requirements, timeliness, and quality; 

(ii) Establish oversight mechanisms that require periodic review of information systems to determine how mission requirements might have changed, and whether the information system continues to fulfill ongoing and anticipated mission requirements. These mechanisms must also require information regarding the future levels of performance, interoperability, and maintenance necessary to ensure the information system meets mission requirements cost effectively
; 

(iii) Ensure that major information systems proceed in a timely fashion towards agreed-upon milestones in an information system life cycle. Information systems must also continue to deliver intended benefits to the agency and customers, meet user requirements, and identify and offer security protections; 

(iv) Prepare and update a strategy that identifies and mitigates risks associated with each information system
; 

(iv) Ensure that financial management systems conform to the requirements of OMB Circular No. A-127, "Financial Management Systems;" 

(v) Provide for the appropriate management and disposition of records in accordance with the Federal Records Act.
 

(vi) Ensure that agency EA procedures are being followed. This includes ensuring that EA milestones are reached and documentation is updated as needed.
 


(d) What must an agency do as part of the evaluation component of the capital planning process? 

It must:

(i) Conduct post-implementation reviews of information systems and information resource management processes to validate estimated benefits and costs, and document effective management practices
 for broader use; 

(ii) Evaluate systems to ensure positive return on investment
 and decide whether continuation, modification, or termination of the systems is necessary to meet agency mission requirements. 

(iii) Document lessons learned from the post-implementation reviews. Redesign oversight mechanisms and performance levels to incorporate acquired knowledge. 

(iv) Re-assess an investment's business case, technical compliance, and compliance against the EA.
 

(v) Update the EA and IT capital planning processes as needed.
 

(2) The Enterprise Architecture 

Agencies must document and submit their initial EA to OMB. Agencies must submit updates when significant changes to the Enterprise Architecture occur. 

(a) What is the Enterprise Architecture? 

An EA is the explicit description and documentation of the current and desired relationships among business and management processes and information technology.
 It describes the "current architecture" and "target architecture"
 to include the rules and standards and systems life cycle information to optimize and maintain the environment which the agency wishes to create and maintain by managing its IT portfolio
. The EA must also provide a strategy that will enable the agency to support its current state and also act as the roadmap for transition to its target environment
. These transition processes will include an agency's capital planning and investment control processes, agency EA planning processes, and agency systems life cycle methodologies. The EA will define principles and goals and set direction on such issues as the promotion of interoperability, open systems, public access, compliance with GPEA, end user satisfaction, and IT security. The agency must support the EA with a complete inventory
 of agency information resources, including personnel, equipment, and funds devoted to information resources management and information technology, at an appropriate level of detail. Agencies must implement the EA consistent with following principles: 

(i) Develop information systems that facilitate interoperability
, application portability, and scalability of electronic applications across networks of heterogeneous hardware, software, and telecommunications platforms; 

(ii) Meet information technology needs through cost effective intra-agency and interagency sharing
, before acquiring new information technology resources; and 

(iii) Establish a level of security for all information systems
 that is commensurate to the risk and magnitude of the harm resulting from the loss, misuse, unauthorized access to, or modification of the information stored or flowing through these systems.

(b) How do agencies create and maintain the EA? 

As part of the EA effort, agencies must use or create an Enterprise Architecture Framework. The Framework must document linkages between mission needs, 
information content, and information technology capabilities. The Framework must also guide both strategic and operational IRM planning. 

Once a framework is established, an agency must create the EA. In the creation of an EA, agencies must identify and document: 

(i) Business Processes
 - Agencies must identify the work performed to support its mission, vision and performance goals. Agencies must also document change agents, such as legislation or new technologies that will drive changes in the EA. 

(ii) Information Flow and Relationships
 - Agencies must analyze the information utilized by the agency in its business processes, identifying the information used and the movement of the information. These information flows indicate where the information is needed and how the information is shared to support mission functions. 

(iii) Applications
 - Agencies must identify, define, and organize the activities that capture, manipulate, and manage the business information to support business processes. The EA also describes the logical dependencies and relationships among business activities. 

(iv) Data Descriptions and Relationships
 - Agencies must identify how data is created, maintained, accessed, and used. At a high level, agencies must define the data and describe the relationships among data elements used in the agency's information systems. 

(v) Technology Infrastructure 
- Agencies must describe and identify the functional characteristics, capabilities, and interconnections of the hardware, software, and telecommunications. 

(c) What are the Technical Reference Model and Standards Profile? 

The EA must also include a Technical Reference Model (TRM) and Standards Profile. 

(i) The TRM identifies and describes the information services (such as database, communications, intranet, etc.) used throughout the agency.
 

(ii) The Standards Profile defines the set of IT standards that support the services articulated in the TRM. Agencies are expected to adopt standards necessary to support the entire EA, which must be enforced consistently throughout the agency. 

(iii) As part of the Standards Profile, agencies must create a Security Standards Profile that is specific to the security services specified in the EA and covers such services as identification, authentication, and non-repudiation; audit trail creation and analysis; access controls; cryptography management; virus protection; fraud prevention; detection and mitigation; and intrusion prevention and detection.     
APPENDIX B
Selected sections of the Clinger Cohen Act of 1996

AKA the CIO Act

AKA the Information Technology Management Reform Act

(… provided here for the convenience of the reader, with comments by MK)

                (3) INFORMATION TECHNOLOGY- (A) The term `information

              technology', with respect to an executive agency  means any

              equipment or interconnected system or subsystem of equipment,

              that is used in the automatic acquisition, storage,

              manipulation, management, movement, control, display, 

              switching, interchange, transmission, or reception of data 
or

              information by the executive agency. For purposes of the

              preceding sentence, equipment is used by an executive agency if

              the equipment is used by the executive agency directly or is

              used by a contractor under a contract with the executive agency

              which (i) requires the use of such  equipment, or (ii) requires

              the use, to a significant extent, of such equipment in the

              performance of a service or the furnishing of a product.

                (B) The term `information technology' includes computers,

              ancillary equipment, software, firmware and similar procedures,

              services (including support services), and related resources.

                (C) Notwithstanding subparagraphs (A) and (B), the term

              `information technology' does not include any equipment that is

              acquired by a Federal contractor incidental to a Federal

              contract
--

  SEC. 5113. PERFORMANCE-BASED AND RESULTS-BASED MANAGEMENT.

            (a) IN GENERAL- The Director shall encourage the use of

          performance-based and results-based management in fulfilling the

          responsibilities assigned under section 3504(h), of title 44, 

          United States Code.

            (b) Evaluation of Agency Programs and Investments- 

                (1) REQUIREMENT- The Director shall evaluate the information

              resources management practices of the executive agencies with

              respect to the performance and results of the investments made

              by the  executive agencies in information technology.

                (2) DIRECTION FOR EXECUTIVE AGENCY ACTION- The Director shall

              issue to the head of each executive agency clear and concise

              direction that the head of such agency shall--

                    (A) establish effective and efficient capital planning

                  processes for selecting, managing, and evaluating the

                  results of all of its major investments in information

                  systems;

                    (B) determine, before  making an investment in a new

                  information system--

                        (i) whether the function to be supported by the 

                      system should be performed by the private sector and, 

                      if so, whether any component of the executive agency

                      performing that function should be converted from a

                      governmental organization to a private sector

                      organization
; or

                        (ii) whether the function should be performed by the

                      executive agency and, if so, whether the function 

                      should be performed by a private sector source under

                      contract or by executive agency personnel;

                    (C) analyze the  missions of the executive agency and,

                  based on the analysis, revise the executive agency's 

                  mission-related processes and administrative processes, as

                  appropriate, before making significant investments in

                  information technology to be used in support of those

                  missions
; and

                    (D) ensure that the information security policies,

                  procedures, and practices are  adequate.

                (3) GUIDANCE FOR MULTIAGENCY INVESTMENTS- The direction 

              issued under paragraph (2) shall include guidance for

              undertaking efficiently and effectively interagency and

              Government-wide investments in information technology  to

              improve the accomplishment of missions that are common to the

              executive agencies.

                (4) PERIODIC REVIEWS- The Director shall implement through 

              the budget process periodic reviews of selected information

              resources management activities of the executive agencies in

              order to ascertain the efficiency and effectiveness of

              information technology in improving the  performance of the

              executive agency and the accomplishment of the missions of the

              executive agency.

                (5) Enforcement of accountability- 

                    (A) IN GENERAL- The Director may take any authorized

                  action that the Director considers appropriate, including 

                  an action involving the budgetary process or appropriations

                  management process, to enforce accountability of the head 

                  of  an executive agency for information resources 

                  management and for the investments made by the executive

                  agency in information technology.

                    (B) SPECIFIC ACTIONS- Actions taken by the Director in 

                  the case of an executive agency may include--

                        (i) recommending a reduction or an increase in any 

                      amount for information resources
 that the head of the

                      executive agency proposes for  the budget submitted to

                      Congress under section 1105(a) of title 31, United

                      States Code;

                        (ii) reducing or otherwise adjusting apportionments

                      and reapportionments of appropriations for information

                      resources;

                        (iii) using other authorized administrative controls

                      over appropriations to restrict the availability of

                      funds for information resources; and

                        (iv) designating for the executive agency an 

                      executive agent to contract with private sector sources

                      for the performance of information resources management

                      or the acquisition of information technology.

                             SUBTITLE C--EXECUTIVE AGENCIES

          SEC. 5121. RESPONSIBILITIES.

            In fulfilling the responsibilities assigned under chapter 35 of

          title 44, United States Code, the head of each executive

          agency shall comply with this subtitle with respect to the specific

          matters covered by this subtitle.

          SEC. 5122. CAPITAL PLANNING AND INVESTMENT CONTROL.

            (a) DESIGN OF PROCESS- In fulfilling the responsibilities 

          assigned under section 3506(h) of title 44, United States Code, the

          head of each executive agency shall 
design and implement in the

          executive agency a process for maximizing the value and assessing

          and managing the risks of the information technology acquisitions 

          of the executive agency.

            (b) CONTENT OF PROCESS- The process of an executive agency shall--

                (1) provide for the selection of information technology

              investments to be made by the executive agency, the management

              of such investments, and the evaluation of the results of such

              investments
;

                (2) be integrated with the processes for making budget,

              financial, and program management decisions within the 

              executive agency
;

                (3) include minimum criteria to be applied in  considering

              whether to undertake a particular investment in information

              systems, including  criteria related to the quantitatively

              expressed  projected net, risk-adjusted return on investment 

              and specific  quantitative and qualitative criteria for

              comparing and prioritizing alternative 
information systems

              investment projects;

                (4) provide for identifying  information systems investments

              that would result in shared benefits or costs for  other 

              Federal agencies or State or local governments;

                (5) provide for  identifying for a  proposed investment

              quantifiable
 measurements for determining the net benefits and

              risks of the investment; and

                (6) provide the means for senior management personnel of the

              executive agency to obtain  timely information regarding the

              progress of an investment in an information system, including a

              system of milestones for measuring progress, on an 

              independently verifiable basis, in terms of cost, capability of

              the system to meet specified requirements, timeliness, and

              quality.

          SEC. 5123. PERFORMANCE AND RESULTS-BASED MANAGEMENT.

            In fulfilling the responsibilities under section 3506(h) of title

          44, United States Code, the head of an executive agency shall--

                (1) establish goals for improving the efficiency and

              effectiveness of agency operations and, as appropriate, the

              delivery of services to the public through the effective use of

              information technology
;

                (2) prepare an annual report, to be included in the executive

              agency's budget submission to Congress, on the progress in

              achieving the goals;

                (3) ensure that performance measurements are prescribed for

              information technology used by or to be acquired for, the

              executive agency and that the performance measurements measure

              how well the information technology supports programs of the

              executive agency
;

                (4) where comparable processes and organizations in the 

              public or private sectors exist, quantitatively benchmark 

              agency process performance against such processes in terms of

              cost, speed, productivity, and quality of outputs and outcomes;

                (5) analyze the missions of the executive agency and, based 

              on the analysis, revise the executive agency's  mission-related

              processes
 and administrative processes as appropriate before

              making significant investments in information technology that 

              is to be used in support of the performance of those  missions;

              and

                (6) ensure that the  information security policies,

              procedures, and practices of the executive agency are  adequate.

  (b) GENERAL RESPONSIBILITIES- The Chief Information Officer of an

          executive agency shall be responsible for--

                (1) providing advice and other assistance to the head of the

              executive agency and other senior management personnel of the

              executive agency to ensure that information technology is

              acquired and information resources are managed for the 

              executive agency in a manner that implements the policies and

              procedures of this division, consistent with chapter 35 of 

              title 44, United States Code, and the priorities established by

              the head of the executive agency;

                (2) developing, maintaining, and facilitating the

              implementation of a sound and integrated information technology

              architecture for the executive  agency
; and

                (3) promoting the effective and efficient design and 

              operation of all major information resources management

              processes for the executive agency, including  improvements to

              work processes
 of the executive  agency.

            (c) DUTIES AND QUALIFICATIONS- The Chief Information Officer of 

          an agency that is listed in section 901(b) of title 31, United

          States Code, shall--

                (1) have information resources management duties as that

              official's  primary duty;

                (2) monitor the performance of information technology 

              programs of the agency, evaluate the performance of those

              programs on the basis of the applicable performance

              measurements, and advise the head of the agency regarding

              whether to continue, modify, or terminate a program or project
;

              and

                (3) annually, as part of the strategic planning and

              performance evaluation process required (subject to section 

              1117 of title 31, United States Code) under section 306 of 

              title 5, United States Code, and sections 1105(a)(29), 1115,

              1116, 1117, and 9703 of title 31, United States Code--

                    (A) assess the requirements established for agency

                  personnel regarding knowledge and skill in information

                  resources management and the adequacy of such requirements

                  for facilitating the achievement of the performance goals

                  established for information resources management;

                    (B) assess the extent  to which the positions and

                  personnel  at the executive level of the agency and the

                  positions and personnel  at management level of the agency

                  below the executive level  meet those requirements;

                    (C) in order to rectify any deficiency in meeting those

                  requirements, develop strategies and specific plans for

                  hiring, training, and professional development; and

                    (D) report to the head of the agency  on the progress 

                  made in improving information resources management

                  capability.

            (d) INFORMATION TECHNOLOGY ARCHITECTURE DEFINED- In this section,

          the term `information technology architecture', with respect to an

          executive agency, means an integrated framework for evolving or

          maintaining existing information technology and acquiring new

          information technology to achieve the agency's strategic goals and

          information resources management goals
.
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Figure 2 illustrating that many processes involved








� Furthermore the enterprise level must be in place to derive value at the lower levels.


� Other places this may be found include ANSI 1471, the TOGAF specification and for government the GAO EAMMF v2.0


� In segment architecture of the federal government, not emphasized here, the intent is focus on “lines of business” or missions common across bureaus or agencies and drive solutions from that common “line of business” or mission.


� This document is sometimes referred to as “guidance to CIOs”.


� The capital planning process drives the enterprise architecture by means of the IRM strategic plan, noted in the front text by the synonym IT Strategic Plan.  See figure 3.  


� The IRM Strategic Plan is a part of the capital planning process, not outside of it.  See figure 3.


� The IRM strategic plan (IT Strategic Plan) is about how the agency mission is affected and not about how the IT system functions independent of the organization.


� The evaluation of programs is based on performance, including especially the performance of the organization as improved by the investment. 


� Investments are primarily to support core mission functions, not supporting activities.  Selection phase should ensure this.


� Here is the direction to not build redundant systems.  Selection phase should ensure this.


� Here is the direction to incorporate business process reengineering or its equivalent as the basis of investment decisions.  Business architecture within enterprise architecture then involves BPR by implication, and the CIO is the agent of analysis and change of business processes.


� Use COTS and not “open source” based custom development.  Selection phase should ensure this.


� Again, use COTS not custom code.  Selection phase should ensure this.


� Note here that investments improve organizational performance, mission performance, and they are not justified based on the performance of some IT system performance improvement.  


� Risk and cost are used with performance in portfolio management, here identified in the selection phase.  This is similar to evaluation of a portfolio of stocks or other investments.


� The cost-benefit analysis evaluates the return on investment for each investment.  Investments are to be selected based on return on investment, just as in other investments.


� Portfolio management is directed as part of part of  Capital Planning and Investment Control, not a separate activity.


� Investments are to be selected based on compliance with the enterprise architectures, which must in turn be harmonized.


� Again a prohibition on selecting redundant systems expenditures is demanded.  They seem to indicate key points through repetition in this document.  Also, government is not to compete with industry here.


� This section identifies performance measures of the management of investments.  Note that monitoring of this management is a part of capitap planning and investment control, and not independent.


� In practice these reviews are to occur at least annually according to other guidance.


� This is the policy origin of risk management plans mandated in most system lifecycles in government.


� The records management cycle is another not mentioned in the front text.


� Here capital planning and investment control must assure compliance with the enterprise architecture.  More will follow on this below.


� The evaluation review, as noted above required at least annually, must recheck costs, returns and management.


� Again, systems must be evaluated on positive return on investment improving the organizational performance of the mission and not just system characteristics.


� Investments are to be checked against wandering off target on their purpose and compliance, again in practice this is implemented in an annual review at minimum.


� This small note indicates that EA and CPIC processes are to be updated together, implying that they are connected.  This reinforces the several cases above identifying the connections between EA and CPIC activities.


� Once again the business processes are to be automated by IT.  This echoes previous comments above.


� Here is the origin of the enterprise level terminology for current and target architecture.


� Here is the key statement linking EA and CPIC, or EA and portfolio management.  EA creates IT environment and CPIC maintains it.


� Here is the requirement for the “EA Transition Plan”.


� Here the requirement to perform an inventory in support of the current architecture is explicit.


� Interoperability is a key principal of EA.


� Information sharing is a principal of EA, not optional or afterthought.


� Security architecture is identified as part of EA by identifying security as a principal.


� Here the EA framework is required to bridge mission needs and IT.


� Business processes are part of EA, and not an optional part.


� Data architecture of data in motion is also a mandatory part of EA and not a distinct or separate activity.


� Applications must be tracked in the EA.


� Data at rest in data architecture is also a mandatory part of EA and not a separate or independent activity.


� Infrastructure is the last mandatory part of the EA.  This completes the “four pillars of EA” with business (processes), data (at rest and in motion), applications and infrastructure.


� A TRM is mandatory as part of the EA, must be based on standards and must include security.


� This seems quite clear: if it moves or handles information or data it is IT.  


� Presumably this mandated capital planning process is then further constrained by policy identified in OMB-A-130.


� Government apparently is not to compete with industry regarding IT.


� Process management is to be performed before IT investment.  If OMB-A130 is followed this occurs as part of the enterprise architecture.


� IT resource budgets can be changed by a recommendation from the director to OMB.


� CPIC is mandatory again.  Presumably the director must follow policy in OMB A-130.


� CPIC phases for select, control and evaluate are mandatory.


� CPIC must be integrated with budget and finance.  In OMB A-130 policy CPIC drives budget and finance.


� Portfolio management is apparently mandated, with some clumsy language.  It must include risk and return on investment.  This is clarified in OMB A-130.


� Numeric performance measures and risk are mandatory.


� Service to citizens and mission performance are to be improved by IT. 


� In OMB A-130 the performance measures are, in part, about the organizational performance using the IT thus ensuring this clause is executed.


� Again analysis of the mission processes of the agency must be performed before IT investment.  In OMB-A-130 this business architecture is part of EA.


� The CIO is responsible for IT architecture, renamed enterprise architecture by OMB A-130.


� Here the CIO is identified as the actor in advancing the agency processes for efficiency.


� The CIO is responsible for recommending the termination or modifications to IT projects with poor performance.


� This is a key item.  The CIO is already identified as responsible for IT architecture.  Here the scope of IT architecture includes all IT acquisition.  This is renamed enterprise architecture by OMB A-130.
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Figure 3 shows enterprise and solution architectures linked via portfolio management (capital planning and investment control) processes


standards


Execution follows from Solution Architecture



